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1. Welcome

A  M ESSAG E  F RO M  C E RO’ S  C EO

It is my great pleasure to welcome you to the first edition of Cero’s Code of Conduct. Our 
aim is to make it user-friendly and to offer practical examples to help you understand how 
to consistently uphold ethical standards, to ensure that Cero always does the right thing.

Our Code sets out what we stand for – our values, standards and principles, and what we 
expect of you. 

The way we conduct our business matters and integrity is at the heart of every decision 
that we make. Our success is determined by how we conduct ourselves, both individually 
and as a team.

Please take the time to read and understand the Code.

You are highly encouraged to report any concerns or breaches of this Code to your line 
manager, directly to the Compliance team, by email to concerns@cerogeneration.com or 
confidentially via the HiBob Your Voice reporting tool.

All genuine concerns are promptly investigated and Cero is committed to ensuring that 
everyone can speak up without fear of negative consequences.

As part of our mission to deliver a net-zero future, for this and every generation, trust and 
integrity in everything that we do is of paramount importance.

Marta Martinez Queimadelos, Chief Executive Officer   
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2. Cero’s Values

C O L L A B O R AT I V E  
&  A C C O U N TA B L E
We share thinking and own action.

As an inclusive and multi-specialist team, we do our best when 
we work together. But collaborating can only succeed when 
we define the right team, roles and priorities, and each person 
takes responsibility for making things happen. Brilliant,  
co-creative work starts and ends with you.

A M B I T I O U S  
&  I M P A C T F U L
We aim high to achieve more.

As renewable energy champions, we’re passionate about 
making a positive impact. Always outcome-driven, we set 
goals and work smartly to deliver them. We bring curiosity, 
innovation and hard work to every challenge. And we’re natural 
problem solvers, being flexible to find the best solutions for 
better outcomes. 

C O U R A G E O U S 
&  C A R I N G
We’re bold in doing the right thing.

We’re a company that really cares; about our people, our 
purpose and our impact. At Cero, we do the right thing 
for our customers, communities and each other. We’re 
independently-minded, confident in our expertise and bold in 
our decisions. We share a supportive, safe space for feedback, 
and respectfully challenge and change anything that doesn’t 
feel right.
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3. How the Code of Conduct operates

How this Code applies to you

This Code of Conduct (“Code”) applies 
to all Cero staff employed or engaged 
by Cero Generation Limited and its 
integrated subsidiaries (“Cero”) and 
also applies to the voting directors 
of Cero Generation Limited. This 
includes all Cero employees, nominee 
directors, officers, agency workers, 
seconded workers, volunteers, interns 
and individual temporary or fixed 
term contractors, wherever located 
(collectively, “Staff”). 

Compliance with the Code is 
mandatory for all Staff. All existing and 
new Staff must read this Code and are 
expected to attend training to fully 
understand its requirements.

Cero’s suppliers, developers, joint 
venture partners, agents, consultants, 
advisors or any other third party 
involved in our business (collectively, 
“Business Partners”) are expected to act 
in accordance with the principles of this 
Code when involved in or conducting 
business with or on behalf of Cero. 

All Staff and Business Partners have a 
responsibility to report any breaches 
of the Code through the speak-up 
reporting channels.

How to use the Code

We have highlighted the key 
requirements and expectations that 
we have of you, together with clear 
explanations and examples to help you 
understand the Code. The Code contains 
a brief overview of Cero’s key policies 
listed in the Appendix (“Cero’s Policies”). 
All Staff must be familiar with and comply 
with Cero’s Policies.

This Code is not intended to be a 
comprehensive rules-based document. 
We cannot address all of the potential 
ethical situations that you may face as 
part of your job roles. Instead, the Code 
provides principles-based standards 
and guidance that aim to both set out 
expectations and to assist in difficult 
ethical situations. Any situations where 
you feel uncomfortable, have doubts or 
would like further clarification, should be 
discussed with your line manager or the 
Compliance team.

Throughout the Code, real-life 
examples are provided to guide you on 
the appropriate course of action and 
expectations of what you should and 
should not do.
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Consequences of failing to comply 
with the Code

A breach of the Code will be investigated 
and may result in consequences, 
including a warning, impact to 
discretionary remuneration, impact 
to promotion and/or disciplinary 
action, including dismissal. These 
consequences are set out in Cero’s 
Disciplinary Policy.

Violations of the Code by temporary, 
consultant or interim Staff or 
Cero’s Business Partners may 
lead to consequences, including 
contract termination. 

Responsibility for the Code

Cero Generation Limited’s Board of 
Directors has overall responsibility for 
ensuring the Code meets and upholds 
our legal and ethical obligations, and 
that all Staff comply with it.

Cero’s Compliance function has 
responsibility for implementing the Code, 
monitoring its use and effectiveness, 
dealing with any queries and concerns 
and auditing internal control systems and 
procedures to ensure they are effective 
in managing conduct.

All Staff have a responsibility to read, 
understand and comply with the Code 
in all business activities and should 
actively promote the principles of the 
Code to Cero’s Business Partners. 

All Staff also have a responsibility to 
report concerns or possible breaches 
of the Code and Cero’s Policies and 
Procedures. See the “Reporting” 
section of the Code for guidance on 
how to do this.

Management at all levels are responsible 
for ensuring those reporting to them 
understand and comply with the Code 
and are given adequate and regular 
training on it, including the issues 
covered by it.

Y O U  S H O U L D :

Fully read and understand this Code 

Attend training provided by Cero on  
this Code

Y O U  S H O U L D  N O T :

Conduct actions or behaviours that 
breach this Code

Ignore actions or behaviours that are 
not in line with this Code
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4. Workplace environment

Professional behaviour

Staff are required to uphold professional 
standards in all interactions, whether 
in person, online, or through 
any communication medium. 
This expectation encompasses 
demonstrating courtesy and respect at 
all times. Your conduct, both within and 
outside the workplace, should positively 
contribute to the Cero’s reputation 
and reflect positively on your individual 
professional image. 

The definition of the workplace extends 
beyond the physical office to encompass 
virtual or remote work, work-related 
activities such as functions, business 
trips, off-site work, conferences, and 
the general use of Cero’s technology 
(including e-communication channels, 

accessing, viewing, storing, or 
transferring data), and, in certain 
circumstances, social media. 

Inappropriate behaviour poses potential 
risks. It is important to adhere to your 
responsibilities outlined in Cero’s 
Disciplinary Policy, which are designed 
to foster collaborative and values-
aligned actions among Staff.

Learning and development 

Staff are strongly encouraged to 
proactively manage their professional 
growth by identifying training needs 
and participating in relevant courses. 
Each Staff member is responsible for 
continually enhancing their skills and 
knowledge, aligning with current best 
practices within their respective roles. 

“We are proud of the diversity of 
our staff and the opportunity for 
everyone to share their views 
and to feel included. This is 
imperative for the growth 
and success of Cero.”

Jason Rowlands,  
Chief People & Performance Officer
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Cero can provide access to various 
learning resources and courses designed 
to assist and empower individuals in 
reaching their maximum potential.

Regular discussions between Staff and 
their managers are crucial for pinpointing 
learning and development opportunities 
that contribute to career advancement. 
To ensure proficiency in your role and 
compliance with relevant licensing 
obligations, mandatory training, 
certification, continuous education, 
and testing may be required. Failure to 
fulfil mandatory training requirements 
within specified timeframes may lead to 
disciplinary measures.

Diversity, equality and inclusion

We are committed to promoting 
equal employment opportunities 
and want you to feel respected, 
valued and empowered. 

Cero is a diverse company that operates 
across multiple European countries. 
We embrace the fact that our people 
come from different backgrounds and 
bring a range of skills and opinions. 
Everyone has an equal voice, and we are 
committed to providing an environment 
where we all feel comfortable 
expressing our ideas and opinions.

Cero’s commitment, expectations 
and next steps in cases of 
breaches are set out in Cero’s 
Equal Opportunities Policy.

Y O U  S H O U L D :

Read all People policies

Ensure you engage in positive behaviour 
that allows everyone to feel included

Raise any issues to your line manager or 
the Compliance team

Y O U  S H O U L D  N O T :

Act in a way that can be viewed as 
aggressive or discriminatory

Make people feel threatened or belittled

Make unwanted sexual advances



14

Grievances

Cero is committed to ensure all Staff 
are able to raise grievances relating to 
their employment fairly and without 
unreasonable delay, in line with Cero’s 
Grievance Procedure. All grievances 
are investigated and the outcome will 
be communicated to the Staff member, 
with a right of appeal if the Staff 
member is not satisfied.

Travel and Expenses

As part of normal business activities, 
you may be required to travel to fulfil 
your job responsibilities and Cero 
will reimburse expenses properly 
incurred in accordance with the 
rules and limits set out in Cero’s 
Travel and Expenses Policy.

Any attempt to claim expenses 
fraudulently or that are not in line 
with the policy rules may result in 
disciplinary action in accordance 
with Cero’s Disciplinary Policy.

Protection of personal data

Cero collects personal data regarding 
individuals where there is lawful basis to 
do so, in accordance with the UK and EU 
GDPR. We are committed to respecting 
and protecting the privacy of personal 
information obtained from individuals. 
Personal data is information that relates 
to an identified or identifiable individual 
and can include information such as 
a name, IP address or date of birth.

During the course of your job 
responsibilities, you may be 
required to process personal 
data. You should ensure that all 
personal data is processed in line 
with Cero’s Privacy Policy.

Cero will only work with Business 
Partners that provide sufficient 
guarantees that personal data will be 
safeguarded and ensure that contracts 
with Business Partners meet all 
applicable data privacy requirements.
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5. Acting with Integrity

Compliance with laws and 
regulations

Cero complies with the laws and 
regulations wherever it does business 
and we expect our Staff and Business 
Partners to do the same. This includes 
laws concerning matters of ethical 
conduct such as bribery, facilitation 
payments, sanctions, money laundering 
and data privacy.

If any applicable law, regulation or 
custom conflicts with this Code, you 
must adhere to the most stringent 
requirement.

Any questions about the applicability 
or interpretation of certain laws or 
regulations should be referred to Cero’s 
Legal team. 

Anti-Bribery and Corruption (“ABC”)

Bribery involves exchanging or offering 
something of value to improperly 
influence a business decision or obtain a 
business advantage. 

Cero‘s ABC Policy strictly prohibits any 
actual or attempted use of any type of 
bribery or corruption and Cero will only 
conduct business in an honest and fair 
way. We are subject to several anti-
bribery laws and regulations including 
the UK Bribery Act.

Under no circumstance should you 
or anyone connected with Cero offer, 
promise, accept, request or authorise 
a bribe regardless of whether it is done 
directly to or indirectly, on behalf of, or 
for the benefit of, Cero.

“Doing the right thing in all 
situations is a fundamental  
Cero value. This is a firm 
expectation of all Staff  
and Business Partners.” 
Robert Walker,  
General Counsel
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Bribes are often made in the form 
of cash but can also be other things 
such as cash equivalents (e.g. gift 
cards), lavish or excessive hospitality 
or entertainment, inappropriate 
discounts, unjustified job offers or 
travel and accommodation outside 
the usual course of business.

Cero’s Compliance Programme is 
structured around the requirements of 
the UK’s Bribery Act and implements 
the UK’s Ministry of Justice guidance 
on procedures which organisations 
can put into place to prevent risks 
associated with bribery and corruption.

Y O U  S H O U L D :

Understand all applicable laws and 
regulations, prohibiting bribery  
and corruption

Actively promote Cero’s zero-tolerance 
stance on bribery and corruption

Ensure you complete mandatory 
compliance training

Y O U  S H O U L D  N O T :

Offer, promise to offer or receive 
anything that can be perceived as a bribe

Conduct any activity which 
contravenes international laws,  
local laws or regulations, prohibiting 
bribery and corruption
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C A S E  S T U D Y :

You have applied for an environmental permit on behalf of Cero for an ongoing 
greenfield project. The permit officer offers to speed up the permit time scale if 
you pay a small fee directly in cash.

Facilitation payments

Facilitation payments are small 
amounts of money paid to public 
officials to speed up the execution 
of a routine procedure, which 
the public official is otherwise 
obligated to perform. 

Examples include making a payment 
to speed up the process for 
environmental permits, receiving a 
visa quicker than the required waiting 
period or to secure the release of 
goods at a country’s border. Facilitation 
payments are strictly prohibited under 
the UK’s Bribery Act and are treated as 
a bribe.

Cero’s ABC Policy prohibits facilitation 
payments in all forms being offered or 
paid in any jurisdiction. If you are in a 
situation when a facilitation payment is 
requested, you must politely refuse and 
report this directly to the compliance 
team at Cero.

Gifts and entertainment

The exchange of appropriate gifts and 
entertainment (“G&E”) is a normal part 
of business which helps Cero to build 
and maintain good relationships with 
our Business Partners. However, these 
are subject to restrictions, declarations 
and an approval process, to ensure 
that any G&E given or received is 
proportionate and appropriate in the 
circumstances and does not constitute 
an actual or perceived bribe. G&E must 
not be overly lavish, frequent or give 
rise to actual or perceived conflicts 
of interest. G&E must not improperly 
influence your decision making or that 
of Cero’s Business Partners. 

This is likely to be a request for a facilitation payment. You should decline and 
report this immediately to the Cero Compliance team.
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C A S E  S T U D Y :

A local mayor has requested a donation towards a new road that is positioned 
directly in front of the mayor’s house and hints that this will help to speed up 
the current project permit request approval.

G&E provided to Public Officials or 
Politically Exposed Persons pose an 
even greater degree of risk and are 
subject to the highest level of scrutiny.

Depending on the value and type of 
G&E, you may be required to obtain 
pre-approval before receiving or giving 
such G&E.

Further details, including the declaration 
requirements for Cero’s G&E register, 
can be found in Cero’s ABC Policy.

All G&E costs incurred by Cero must be 
accurately recorded in Cero’s financial 
books and records.

Community and Charitable 
Donations

Charitable activity including 
community and charitable donations 
may be appropriate under certain 
circumstances, particularly when they 
help to support local communities 
and are in line with Cero’s values. 
However, donations can only be 
made for genuine purposes and must 
not be used to improperly influence 
anyone including public officials 
or politically exposed persons.

All community and charitable 
donations must receive appropriate 
internal approvals as set out in Cero’s 
ABC Policy.

All community and charitable donations must receive approval from the 
Compliance team. In this example, the request for a donation may constitute a 
bribe intended to influence a Public Official. The associated risk is higher given 
there is an ongoing permitting process. This must be referred immediately to 
the Compliance team for review.
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Public Officials and Politically 
Exposed Persons 

A Public Official (“PO”) is broadly 
defined and includes: 

i.	 Any person who, whether elected 
or appointed, holds a legislative, 
administrative or judicial position of 
any kind.

ii.	 Any person who performs public 
functions in any branch of the 
national, local or municipal 
government. 

iii.	 Officials or agents of a public 
international organisation, such as 
the United Nations or World Bank.

Politically exposed persons (“PEPs”) 
include individuals who hold (or have 
previously held) a high-profile political 
role, or someone who has been 
entrusted with a prominent public 
function. Relatives and close associates 
of POs or PEPs may also be classified 
as PEPs. 

Any interactions you have with POs or 
PEPs are deemed higher risk because 
of the actual or perceived position of 
influence of the PO or PEP. 

Public Official Corruption is when 
Public Officials seek illegitimate 
personal gain through actions such 
as bribery, extortion, cronyism, 
patronage and embezzlement. 

You must comply with all laws and 
regulations to ensure that Cero 
does not improperly influence POs 
or PEPs to obtain or retain business 
or an advantage in business. 
Strict guidelines, requirements 
and approvals are in place for any 
expenditure relating to POs or PEPs, 
as set out in Cero’s ABC Policy.

D I D  Y O U  K N O W …

The UK Bribery Act specifically created an offence relating to the bribery of a foreign public 
official in order to obtain or retain business. This is why all PO and PEP interactions are closely 
reviewed and monitored by Cero, to ensure no actual or perceived bribes are paid. Interactions 
can include gifts & entertainment, donations or other expenditure.
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Political donations

Political donations made by, or on behalf 
of Cero, are prohibited.

You must not make political donations 
in your personal capacity that could, 
or could be perceived to, have an 
association with Cero. Prior approval is 
required for making personal political 
donations in a jurisdiction where Cero 
is conducting diligence on a potential 
project, or developing, constructing or 
operating a project.

Conflicts of interest

Conflicts of interest can occur when 
personal activities influence or appear 
to influence judgement on business 
decisions made for Cero. Conflicts  
of interest can be actual, perceived  
or potential.

You are required to declare conflicts of 
interest and any changes to existing 
conflicts already declared. If you are 
unsure if a particular situation may give 
rise to a conflict of interest, further 
guidance should be sought from the 
Compliance team.

Competition & competitive 
information

We adhere to all applicable anti-trust, 
competition and fair dealing laws in the 
markets where we operate. 

Our aim is to excel through honest and 
ethical conduct, without resorting to 
unfair practices that exploit others. 

“It is not expected that you 
will know what to do in every 
situation. If you have any doubts 
or questions, please speak to 
the Compliance team. We 
are here to help everyone 
abide by the Code.“
Chris Gregory,  
Senior Compliance Manager
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Cero performs due diligence and 
ongoing monitoring of its Business 
Partners including developers, suppliers, 
contractors, joint venture partners, 
agents, consultants and other third 
parties, to ensure that our Business 
Partners are not subject to sanctions or 
import/export controls impacting Cero’s 
business. Appropriate provisions are 
included in our contracts to ensure our 
Business Partners also act in compliance 
with applicable sanctions and import/
export controls.

Suspected or actual sanctions breaches 
must be immediately escalated to the 
Compliance team.

You must ensure that exports 
of any items comply with all 
relevant laws and regulations.

We prohibit the unlawful and improper 
use of confidential information, trade 
secrets and proprietary information 
belonging to our competitors. We often 
enter into non-disclosure agreements 
and use our best endeavours to protect 
sensitive information we obtain from 
other industry players.

You are expected to identify key types 
of competition information and to 
ensure that you act in accordance with 
competitions laws. Further guidance can 
be obtained from the Legal team.

Trade sanctions and import/export 
controls

Cero complies with all applicable 
international and domestic trade 
sanctions and import/export controls 
laws and regulations. 

C A S E  S T U D Y :

A family member of a staff member is currently involved in a Cero tender for 
their own company. The staff member will be participating in the tender 
evaluation and is unsure if they need to take any action or declare anything  
to Cero.

This could be an actual or perceived conflict of interest. The staff member 
should declare their conflict of interest to the Compliance team and the tender 
evaluation team for review and any required actions.
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Facilitation of tax evasion

Cero complies with all applicable tax 
laws and regulations in the countries 
where it operates. 

There is a zero-tolerance approach  
in Cero for unlawfully facilitating  
tax evasion.

Cero has published a UK Tax Strategy 
on the website, which provides further 
details on our approach to managing  
tax risk.

Preventing Financial Crimes

Financial Crimes refers to all crimes that 
involve taking money or other property 
that belong to someone else to obtain 
a financial or professional gain. This 
type of crime includes fraud, money 
laundering and terrorist financing.

Cero operates under a risk management 
framework that aims to help prevent the 
facilitation of Financial Crimes by Staff 
or Business Partners.

Cero will not knowingly facilitate or 
support any type of Financial Crime.

Y O U  S H O U L D :

Ensure that Business Partner 
due diligence is completed and 
approved before engaging with 
a new Business Partner

Understand all applicable export 
laws and regulations relating to your 
business area

Engage the Compliance team if any 
issues are identified

Y O U  S H O U L D  N O T :

Conduct any business with a 
Business Partner that has not 
been subject to appropriate due 
diligence and on-boarding

Import or export goods without 
understanding potential export 
laws and regulations

Ignore Compliance team requirements
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C A S E  S T U D Y :

A staff member receives an email that appears to be from the CEO, requesting 
an urgent payment to be made and for confidential information to be disclosed. 
This seems to be an unusual request but on first look, the email address of the 
CEO appears to be correct.

There is a risk that this is attempted fraud, and it should be flagged to the 
Compliance team immediately for review. No reply should be sent, or 
attachment/link opened, until this is confirmed as real. Fraudsters are very 
sophisticated in their methods and may be able to spoof the exact email 
address. Always flag an unusual request to the Compliance team for review, 
before action is taken.
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6. Operations & WHSES

Environmental operational 
compliance

We operate under a Workplace Health, 
Safety, Environment and Social 
(“WHSES”) Policy that applies to all 
Staff. You are required to act in line with 
the requirements, and failure to comply 
with or meet the stated standards 
may be dealt with in accordance with 
Cero’s Disciplinary Procedure. 

Cero is fully committed to implementing 
WHSES measures aimed at preventing 
injury, ill health, environmental 
contamination, minimising waste 
and promoting a positive WHSES and 
behaviour-based safety culture.

Cero is committed to delivering and 
maintaining a high level of WHSES 
performance through:

•	 Measuring, monitoring and 
continually improving our WHSES 
performance.

•	 Providing strong and visible 
leadership on WHSES matters from 
the top of the organisation.

•	 Promoting WHSES as a core value 
across all operations.

•	 Creating a safe working environment 
for our people.

•	 Complying with all applicable 
WHSES laws and regulations in the 
jurisdictions in which we operate. 

“Safety and respect for the 
environment is at the heart of all 
our construction activities. We 
are committed to upholding 
the highest standards and 
challenge any behaviour 
which is not in line with this.”
Jorge Martinez Lopez,  
Executive Director - Engineering, 
Construction and HSE
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•	 Encouraging, communicating and 
involving Staff in improvements to 
WHSES performance and providing 
appropriate training.

•	 Acknowledging Staff who identify 
and implement new safe working 
methods, preventing incidents and 
improve Cero’s WHSES performance.

•	 Incorporating WHSES KPIs into 
company and Staff delivery plans.

•	 Reducing risks to “As Low As 
Reasonably Practicable” (ALARP) 
for our projects, surrounding 
communities and the environment.

•	 Taking all reasonable steps to ensure 
we deliver our projects safely and 
without injury.

•	 Ensuring that suitable emergency 
procedures are in place to 
mitigate adverse workplace health 
and safety consequences.

•	 Taking necessary steps to identify 
and mitigate the risk of modern 
slavery and human trafficking 
occurring in our business operations 
and supply chains.

Y O U  S H O U L D :

Follow awareness safety trainings & 
surveys or campaigns

Lead by example and report any 
incidents or unsafe situations 

Take care and look after the welfare of 
others and yourself

Ensure you are competent and capable 
to carry out the work required, if not let 
you line manager know

Y O U  S H O U L D  N O T :

Travel without planning the visit properly 

Ignore WHSES trainings and WHSES 
risks that have been explained to you

Ignore unsafe practices and 
don’t report safety incidents

Ignore your personal physical 
or psychological conditions in 
your daily activities and seek 
advice where required
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Respect for the environment

Cero is committed to helping deliver 
a net-zero future, for this and every 
generation. Our business is founded 
upon being a part of the energy 
transition to help de-carbonise the 
energy sector in Europe and therefore 
we deeply respect the environment. 

We take our environmental 
responsibilities seriously and are 
a sponsor member of the Solar 
Stewardship Initiative which aims to 
develop a responsible, transparent and 
sustainable solar value chain.

Communities 

Cero engages with local communities as 
part of its project planning process. We 
aim to ensure that the community has 
an open forum of communication with 
Cero, where any questions can be raised 
and the impact on the community can 
be discussed.

Cero is proud to support the local 
communities through donations and 
sponsorship for causes that align with 
Cero’s values. 

Human Rights

Cero supports fundamental human 
rights as set out in the Universal 
Declaration of Human Rights and core 
International Labour Organisation 
conventions. In line with the UN 
Guiding Principles on Business and 
Human Rights, Cero recognises the 
duty of States to protect human 
rights and the responsibility of 
businesses to respect human rights.

Cero takes all necessary steps 
to identify any form of forced or 
involuntary labour and expected from 
our business operations and supply 
chain fair and appropriate labour 
conditions, ensuring that all overtime 
work is voluntary, and employees are 
not required to exceed the local legal 
limits for regular wage and overtime 
hours giving opportunity to provide a 
workplace where all employees have 
the same rights and access to equal 
opportunities. Under this purpose, Cero 
is partnering with trade bodies across 
multiple regions and collaborating with 
organisations dedicated to supporting 
the industry on transparency and 
compliance with human rights.

D I D  Y O U  K N O W …

•	 The UK has a legally binding requirement to reach net zero emissions by the year 2050.

•	 The EU set a legally binding target of net zero greenhouse gas emissions by the year 2050.
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Our risk management framework and 
associated policies and procedures, 
including the Principles for Suppliers, 
define how we expect conduct due 
diligence on our Business Partners, 
including their compliance with 
human rights laws and regulations.

Modern slavery and child labour

Cero is opposed to all forms of modern 
slavery including human trafficking 
and child labour which encompasses 
underage, forced or bonded labour. 

Our annual Modern Slavery Statement 
is published on the Cero website, 
which sets out in detail our policies, 
business risks and the key steps 
being taken to reduce the risk of 
modern slavery and child labour in 
our operations and supply chains.

You must be aware of potential red flags 
and to report any issues identified to the 
Compliance team.

C A S E  S T U D Y :

A staff member is conducting 
a site visit and after reviewing 

the rota schedules, notices that 
some on site workers have worked 
for 60 days in a row, without a day 
off. When this was raised with the 
site supervisor, comments were 
made that this meant the workers 
had a higher pay-check for the 
month and therefore it was 
benefitting them.

This issue should be raised to 
the Compliance and WHSES 

teams, since the number of days 
worked is likely to contravene the 
local working laws and may indicate 
other potential human right issues 
or operational safety issues.
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7. Company assets and information

Intellectual property 

Intellectual property refers to patents, 
trade secrets and knowhow, copyright 
materials, trademarks and registered 
designs that are fundamental to our 
business and are legally protected 
and owned by Cero. You are required 
to respect the intellectual property 
rights of others, including copyrights, 
trademarks and patents. 

Use of third-party intellectual property 
without proper authorisation is strictly 
prohibited and you are responsible 
for handling proprietary information 
with the utmost care. You must follow 
all relevant policies and procedures 
regarding information security and 
ensure its proper management. 

Any intellectual property created 
by Staff within the scope of their 
employment with Cero shall be 
the sole property of the company, 
subject to any specific agreements 
or contractual arrangements.

Confidential information 

Confidential information refers to any 
data, knowledge or materials that 
are not publicly available and could 
potentially harm our company, clients, 
or partners if disclosed to unauthorised 
individuals or entities. We adopt a wide 
definition of confidential information to 
include all information of any kind. 

It is crucial you maintain strict 
confidentiality and refrain from 
disclosing such information to third 
parties unless there are appropriate 
safeguards in place, such as an executed 
non-disclosure agreement. We provide 
training to all Staff about the importance 
of protecting confidential information 
and company property. Doing so also 
safeguards the trust and confidence 
of our partners and stakeholders, 
demonstrating a commitment to 
maintaining their privacy and security.

Data protection and GDPR

Cero complies with data privacy and 
protection laws including the UK General 
Data Protection Regulation (“GDPR”) 
and the European Union GDPR.

Personal information must only be 
handled by designated individuals and 
for a legitimate reason. 

Cero is fully committed to appropriately 
handling and protecting personal data. 
If you process personal data, you must 
ensure that this is done in compliance 
with Cero’s Privacy Policy.
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Y O U  S H O U L D :

Engage the Company Secretary and 
Compliance teams regarding any 
personal data or identification requests

Review all emails with attachments 
to ensure personal data is not 
inadvertently shared

Notify Compliance immediately if  
there are any personal data breaches

Y O U  S H O U L D  N O T :

Send or receive personal data  
without the appropriate consent  
from the individual

Send or receive forms of identification 
through email that has not been 
appropriately protected

Store any personal data on shared 
folders or other systems without 
appropriate system protection
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Use of information and 
communication systems

Our Information Technology (“IT”) 
and communications systems are 
intended to promote effective 
communication and working 
practices within our organisation.

It is your responsibility to act in 
accordance with Cero’s Information 
Security Policy when using Cero’s 
communication systems.

Confidential data should be protected in 
the event of loss or theft of IT devices. 
Passwords must be used to secure 
access to confidential data. You should 
also be aware that there is a risk that 
documents may be read by outside third 
parties, for example, by passengers on 
public transport.

Use of devices

You are responsible for the security of 
the equipment allocated to you and 
should take reasonable precautions to 
ensure that these are protected. 

Data on company devices such 
as existing systems, programs, 
information, or data should not be 
deleted, destroyed or modified without 
appropriate authorisation.

Social media

Any personal use of social media 
should be conducted in line with Cero’s 
Information Security Policy, even when 
this is conducted outside of work hours. 
Explicitly, social media posts should not 
be of an aggressive or discriminatory 
tone.

Records management

Cero accurately and completely records 
and reports all financial and non-
financial company information. This is 
essential to comply with applicable legal 
and regulatory requirements. 

You must ensure that all transactions 
are appropriately recorded, they 
follow internal procedures and 
respond to any lawful requests for 
information from governments 
and regulatory authorities.

We maintain appropriate accounting 
policies, standards, procedures and 
controls to ensure that all financial 
transactions are appropriately 
accounted for.

You must ensure that you 
create, retain and dispose  
of records in accordance 
with Cero’s Data  
Retention Policy. 



35

C A S E  S T U D Y :

A staff member takes their work phone with them for a business trip, to allow 
them to send & receive calls and answer emails. When the staff member arrives 
home, they can no longer find their work phone, but they are not sure if it was 
lost or stolen.

In this situation, the staff member should notify both the Cero IT and 
Compliance team, even if they do not know if the device has been stolen or 
simply lost. This will allow the IT team to take steps to protect Cero’s data.
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8. Reporting

Breaches, incidents and escalations

Staff are required to escalate any 
suspected or actual breaches of internal 
policies and procedures, external rules 
and regulations, and any operational 
incidents, in line with Cero’s Breach, 
Incident and Escalation Policy. The 
escalation of suspected or actual 
incidents is a key part of how Cero 
manages risk.

Cero will ensure that any suspected 
or actual breaches are appropriately 
managed in a timely manner and 
minimise any potential losses.

Speak-up

A culture of openness and accountability 
is essential in order to prevent illegal or 
unethical conduct situations occurring 
and to address these situations when 
they do occur. You are encouraged to 
speak up if you have a genuine concern 
regarding any breaches of our internal 
policies and procedures including this 
Code or external laws and regulations. 
This should be done promptly through 
any of the following reporting channels:

•	 Your line manager

•	 The Compliance team

•	 Email concerns@cerogeneration.com

•	 Anonymously via the HiBob Your 
Voice reporting tool available 
through the link: https://yourvoice.
hibob.com/consult/VohtcNNnmh

We hope that you are able to voice your 
concerns openly. However, Staff can also 
raise concerns confidentially, and we will 
make every effort to keep your identity 
confidential if that is your preference.

Cero’s Whistleblowing Policy sets 
out the steps taken to ensure that any 
genuine concerns raised by a reporter 
will be fully investigated. The reporter 
will not suffer any detrimental treatment 
from raising a genuine concern. 

D I D  Y O U  K N O W …

Research has found that 1 in 10 
workers have disclosed that they 
have witnessed possible corruption, 
wrongdoing or malpractice.

https://yourvoice.hibob.com/consult/VohtcNNnmh
https://yourvoice.hibob.com/consult/VohtcNNnmh
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9. Appendix

Index of Cero Policies

•	 Anti-Bribery and Corruption Policy

•	 Anti-Harassment and Bullying Policy

•	 Breaches, incidents and escalations

•	 Data Retention Policy

•	 Data Subject Rights Policy

•	 Disciplinary Policy

•	 Equal Opportunities Policy

•	 Grievance Procedure

•	 Information Security Policy

•	 Principles for Suppliers

•	 Privacy Policy

•	 Travel and Expenses Policy

•	 Whistleblowing Policy

•	 Workplace Health, Safety, Environment and Social Policy
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